Video transcript: Overpayment scam – Stevie’s Scam School

Title: Welcome to Stevie’s Scam School 
Description: A dodgy man dressed in 1970s style attire walks on screen. He is in a 1970s office with print patterned carpets. He raises his arms to introduce a title on screen that says- ‘Welcome to Stevie’s Scam School.’

Music: Solo, keyboard music playing in the background.
Voice over sings: Welcome to my school. Stevie’s Scam School. Yeah, great.

Description: Stevie walks to a wall with many framed certificates. A close up of one of the framed certificates show that Stevie has been awarded as a ‘Reformed Scam Artist’. 

Voice over: Hello. My name is Stevie, the reformed scam artist, and I’m here to teach you how to avoid being scammed.

Description: Stevie walks to a blackboard. A close up of the blackboard displays the title ‘the overpayment scam’.

Voice over: On with today’s lesson, I’ve named it the ‘overpayment scam’.
Description: Stevie walks to a computer on a desk. A close of the computer screen shows the words ‘ibuy’.
Voice over: Ok. Picture this scene. You’ve got your online shop set up and you receive an email requesting urgent shipment of your products.
Description: A close of the computer screen shows the text ‘$700 credit card received’.
Voice over: Just as you’re about to send off your products off you’ve discovered that the buyer has paid you too much! You think, no problem, you’ll sort it out later and send off the products to their requested address. Shortly after, the buyer asks you to refund the overpayment. They may say they were covering extra shipping costs or something...
Description: Stevie walks to a sign that says ‘Credit Card Depart.’ Stevie then takes out a credit card. A close of the stolen credit card is displayed and then the credit card disappears.
Voice over: You agree and transfer the money to a new account that they’ve provided. No problem right? Wrong! The credit card used to buy your products is in fact stolen. Not only have you now lost your products, you’ve wired them your cash as well. The sneaks!
Description: Stevie walks to a blackboard. The blackboard displays tips to avoid being scammed.
Voice over: How do you avoid this? Well, it’s simple:

Be wary if you’ve been paid more than the agreed price, even if the excuse given sounds realistic. And definitely wait until all the payments have been cleared by your bank, before you send off your products or transfer any refunds.
Description: Stevie walks to a window and a suspicious looking man appears behind the window.
Voice over: You’ll be alright. I’ve reformed but there’s other’s out there who are undertaking this sneaky kind of behaviour! So... be careful, be wary, be safe. ....Ha I just made that up on the spot!
Description: Text displayed – ‘Protect your business’, ‘Don’t be scammed’, ‘Find out how'
Music: Solo, keyboard music playing in the background.
Description: Find out how: consumer.vic.gov.au/scamschool and Consumer Victoria Affairs and statement government logos.
Music: Solo, keyboard music playing in the background.
Voice over sings: Stevie’s Scam School. Yeah! Nice!
